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ABSTRACT

Since its introduction in 2008, blockchain has ascended to the spotlight as one among many of
technological evolution made in decentralized distributing system. The effects are envisaged across all disciplines,
ranging from information technology to financial industry. First, the paper presents an overview of the blockchain
technology, such as its history and types of blockchain seen in deployment as of 2019. Its definition is assumed
based off of previous works done by other researchers. Its properties, along with consensus and its comparisons
are then explained. Next, we examine its potential in agri-food industry, along with a proposed model based
around blockchain and smart contract to leverage transparency, trust, collaboration, and reliability for
stakeholders. Then we are introduced to fair trade in agriculture and its properties, along with a ground-breaking
potential use of Blockchain in product traceability, transparency, security, and a model based on smart contract
and Blockchain for equal wealth distribution to food producers in order to improve their economics well-being.
The said model for digital asset exchange is then explained, coupled with some of the established studies made in
real-life applications from multiple sources.
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Introduction to Blockchain, Smart Contract, and Fair Trade in Agriculture:

1. Blockchain:

Blockchain has emerged as the core technology to power Bitcoin, the first and, currently, the biggest
cryptocurrency of its kind, due to its “immutability, decentralization, and time-stamped record keeping” (Gausdal,
Czachorowski, & Solesvik, 2018: 01) and its “integrity, resilience, and transparency” (Viriyasitavat &
Hoonsopon, 2018: 01). First mentioned in pseudonymous author Satoshi Nakamoto’s well-known white paper
titled: “Bitcoin: A Peer-to-Peer Electronic Cash System” (Nakamoto, 2008: 02), Blockchain has been at the core
of Bitcoin’s innovation as it delivers “a trustless proof mechanism of all the transactions on the network, as well
as existing “as the architecture for a new system of decentralized trustless transactions...” (Swan, 2015: X).

Shortly after the release of Bitcoin as an open source software in 2009, it was Blockchain that was under
the spotlight because of its unique solution to the double-spending problem by verifying all transactional logs and
its publication’s validity via cryptography hashes using Nakamoto’s Consensus (Clark, Edward, & Felten, 2015,
: 106-107), and its introduction of a trustless decentralized system (Marr, 2018). According to various
publications, Blockchain is given slightly different definitions. For instance, Blockchain is regarded as “a
distributed, transactional database. Globally distributed nodes are linked by a Peer-to-Peer (P2P) communication
network with its own layer of protocol messages for node communication and peer discovery” (Glaser, 2017:
1545), or “a public ledger and all committed transactions are stored in a list of blocks” (Zheng, Xie, Dai, Chen,
& Wang, 2017: 557). In other publications, however, Blockchain is defined in a more technical manner, focusing
on its decentralization and peer-to-peer validation via time-stamped ledger (Aste, Tasca, & Di Matteo, 2017: 19;
Francisco & Swanson, 2018: 02; Hawlitschek, Notheisen, & Teubner, 2018: 52; Seebacher & Schiritz, 2017: 14),
a trustless approach of data system management and transparency (Bano et al., 2017: 01; Tribis, EI Bouchti, &
Bouayad, 2018: 01; Yli-Huumo, Ko, Choi, Park, & Smolander, 2016: 02), security (Cai et al., 2018: 02; Korpela,
Hallikas, & Dahlberg, 2017: 4187; Li, Jiang, Chen, Luo, & Wen, 2017: 07; Watanabe et al., 2016: 01-02), and
the blockchain framework itself (Risius & Spohrer, 2017: 07).

In this paper, we focus on a simpler and more basic approach meaning of Blockchain as “A decentralized
public ledger that is continuously growing, and capable of hosting nodes linked together in a chain-like form
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comprised of immutable transactional database, of which is encrypted, time-stamped, and nodes-verified to
ensure transparency, security, and anonymity.”

Since its inception in 2008, Blockchain was made open-source compatible in 2009 following its
deployment alongside Bitcoin. According to Swan (2015: 1X), Blockchain is an extremely disruptive technology
that “could have the capacity for reconfiguring all aspects of society and its operations.” Thus, its revolutions are
categorized into 3 phases: Blockchain 1.0, Blockchain 2.0, and Blockchain 3.0. Blockchain 1.0 is the
implementation of the cryptocurrencies via peer-to-peer digital payment systems; whereas Blockchain 2.0 is the
extension of the technology, focusing on contracts and application that extend the usage of Blockchain into
economic and business practices: stocks, bonds, loans, as well as smart contracts. Blockchain 3.0, on the other
hand, goes beyond business, finance, and markets—to focus on government, health, literature, science, and art
(G. Chen, Xu, Lu, & Chen, 2018: 02).

1.1. Types of Blockchain

Blockchain has been grouped into three distinct types (Buterin, 2015): Public, Private, and Consortium
Blockchain. Public Blockchains, also known as “Permissionless” Blockchains (Xu et al., 2017: 245) or
“Unpermissioned blockchains” (Sulkowski, 2018: 05), are open ledgers that open its records for anyone without
permissions and they can also openly participate in forms of contracts or transactions. Notable examples of Public
Blockchains include: Bitcoin, Ethereum, and most of other cryptocurrencies.

Permissioned Blockchains are categorized into two types: Private Blockchain and Consortium
Blockchain. Private Blockchain is fully shared and controlled by a group of individuals or an organization. Known
users need invitations and permissions to access the ledgers that are specifically monitored to ensure security and
privacy (Kouhizadeh & Sarkis, 2018: 02). Consortium Blockchain or Federated Blockchain is typically
constructed by one or more companies or organizations. Only a part of the nodes is agreed upon to run under a
certain consensus. The level of openness and transparency of data depend on the agreements made among
participant organizations. This type of blockchain is mostly used in banking and industrial sectors. For example,
Hyperledger is a type of Consortium blockchain formed to create as well as to provide enterprises and
communities infrastructures to build and support distributed ledger frameworks and governance methods
(Carbone, Davcev, Mitreski, Kocarev, & Stankovski, 2018: 55; "HyperledgerProject," 2019).

1.2. Consensus:

In blockchain, a consensus is a mechanism deployed to tolerate fault in the system, as well as to establish
order, and to validate transactions & information in order to reach consensus since there is no centralized system
or an authoritative figure to monitor and control the transactional order and truthfulness of said data and
information (Aste et al., 2017: 19; Frankenfield, 2018).

Proof-of-Work: Also known as Nakamoto Consensus (Clark et al., 2015: 106-107), proof-of-work is
first implemented in Bitcoin to combat hacking, such as Distributed Denial-of-Service attack (DDoS) and other
malicious activities by rewarding people who solve cryptographical puzzles (miners) to validate and create new
blocks within the blockchain. For instance, the puzzle can be the number of zeroes of the previous hash value in
the chain (Casino, Dasaklis, & Patsakis, 2018: 03), and If someone finds the next correct value, it will then be
broadcasted to the whole chain and wait for confirmation. This mechanism allows for effectiveness, consistency,
and secured operation, while also sacrificing resource efficiency (electricity) and its high transaction fees and long
latency (Conte de Leon, Stalick, Jillepalli, Haney, & Sheldon, 2017: 293; Karamitsos, Papadaki, & Al Barghuthi,
2018: 179). Known major cryptocurrencies to use this consensus are: Bitcoin, Ethereum, Bitcoin Cash, and
Litecoin.

Proof of Stake: In contrast to using pure computational power to create a block in the chain, Proof-of-
Stake consensus (PoS) instead selects its leader in a deterministic way, particularly based on his “stake” in the
system itself. This means a person is likely to become a block producer if he holds more stakes than others in the
system (Bano et al., 2017: 07). This approach effectively prevents any malicious activities, including a buyout of
51% of stakes in the whole chain from users as it is economically unfavorable. As a consequence, PoS greatly
increases the efficiency of resources used to run the blockchain, making it suitable for scalability of the system.
A well-known example of this is the move from PoW to PoS by Ethereum developers under the same reason. In
fact, there is an estimate that by using PoW, the Bitcoin network will consume as much electricity as the whole
nation of Denmark by the year 2020 (Cai et al., 2018: 10). There are a number of cryptocurrencies that already
utilize this consensus as of April 2019, such as: Ouroboros Praos, Cardano, and Algorand.
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Delegated Proof of Stake: DPoS consensus improves upon PoS by introducing the idea of electing only
a number of “supernodes.” These supernodes are the people all stakeholders trust the most to produce blocks and
ensure reliability within the system. (Larimer, 2017) However, unlike PoS, DPoS is a more democratic form of
consensus where, instead of having stakeholders trusting a minority with the most resources within the system,
they can vote for delegates whom they trust. Additionally, most of the stakeholder act as supervisors to the
producers. This consensus eliminates the need for tremendous computational power like POW to run the
cryptocurrency. The need to configure the system like block size or transaction fee also need to be voted by a
majority of the stakeholders before being approved and applied. This state of system also greatly influences the
speed and efficiency of transactions which is even comparable to those of traditional centralized methods, such
as Visa and Mastercard ("Delegated Proof of Stake,"). EOS is a well-known cryptocurrency to implement this
CONSensus.

Practical Byzantine Fault Tolerance (PBFT): First mentioned in a paper by Castro and Liskov (1999:
02), PBFT is developed as an alternative solution to the Byzantine Fault Tolerance consensus in partially and fully
asynchronous systems where malicious nodes (Byzantine faults) and Denial-of-Service (DoS) attacks are
effectively tolerated (Castro & Liskov, 2002: 400). PBFT works by establishing a primary or leader node while
others are known as backup nodes by some form of rules. However, Practical Byzantine Fault Tolerance utilizes

this procedure per round and it can tolerate up to n+3 of malicious node replicas, with n equals to the total number
of nodes. (Zheng, Xie, Dai, & Wang, 2016: 09) This increases security, latency, and scalability as every node is
known across the network and the number of malicious nodes tend to decrease proportionately to the number of
total nodes (Curran, 2018). Hyperledger, which is “a collaborative effort to create an enterprise-grade, open-
source distributed ledger framework and code base.”, is a prominent example of an initiative by Linux Foundation
that uses a modified version of PBFT (Cachin, 2016: 01).

Other Consensus: There also exists a number of another consensus. Case in point, Ripple or Ripple
protocol consensus algorithm (RPCA) is a consensus focusing on handling heavy traffic of transactions within a
larger established network. It doesn’t have its own blockchain, but instead residing inside the system of banks and
financial institutions. Ripple consensus divides the nodes into two types: server and client. These nodes work
together with 100% approval from all nodes before any decision is made ("What Is Ripple. Everything You Need
To Know,"). Consensus like Tendermint ("What is Tendermint?,") attempts to bridge Byzantine Fault Tolerance
(BFT) and Proof of Stake (PoS) into a hybrid form in order to appeal to mass market of users in a permissionless
blockchain. Itis compatible with any language, making deployment both convenient and secured as it can tolerate
up to 1/3 of failure rate. Other less notable consensus include: Proof of Activity (PoA), Proof of Capacity (PoC),
Proof of Luck (PoL), Proof of eXercise (PoX), Proof of Elapsed Time (POET), Proof of Importance (Pol), Proof
of Burn (PoB), Proof of Weight (PoW), Leased Proof of Stake (LPoS), Simplified Byzantine Fault Tolerance
(SBFT), Delegated Byzantine Fault Tolerance (DBFT), and Directed Acyclic Graphs (DAG) (Anwar, 2018; Bach,
Mihaljevic, & Zagar, 2018: 1795).

2. Smart Contract
pragma solidity >=0.4.22 <0.6.0;
contract MyToken {
/* This creates an array with all balances */

mapping (address => uint256) public balanceOf;

/* Initializes contract with initial supply tokens to the creator of the contract */
constructor(

uint256 initialSupply

) public {

balanceOf[msg.sender] = initialSupply; // Give the creator all initial tokens
}

/* Send coins */
function transfer(address _to, uint256 _value) public returns (bool success) {

require(balance0f[msg.sender] >= _value); // Check if the sender has enough
require(balance0f[_to] + _value >= balanceOf[_to]); // Check for overflows
balanceOf[msg.sender] -= _value; // Subtract from the sender
balance0f[_to] += _value; // Add the same to the recipient

return truej

Figure 1 An excerpt of a standard smart contract source code by ("Create your own CRYPTO-
CURRENCY with Ethereum,").
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The basic idea behind smart contract was explored more than twenty years ago by Szabo (1997: 01). It
is essentially a form of autonomous digital software made to emulate contracts through the blockchain architecture
and to also prevent any fraudulent alteration to the data (Lauslahti, Mattila, & Seppala, 2017: 11). According to
(Savelyev, 2017: 05), smart contract is “an agreement whose performance is automated”; whereas (Greenspan,
2016) defines it as “a piece of code which is stored on an Blockchain, triggered by Blockchain transactions, and
which reads and writes data in that Blockchain’s database.” Another definition sees smart contracts as “automated
software program built on a blockchain protocol” and as “programmable contractual tools, they are contracts
embedded in software code. Thus, a smart contract can include the contractual arrangement itself, governance of
the preconditions necessary for the contractual obligations to take place and the actual execution of the contract.”
(Koulu, 2016: 53). However, One of the more concrete and complete definition is: “Smart contracts are digital
contracts allowing terms contingent on decentralized consensus that are tamper-proof and typically self-enforcing
through automated execution” (Cong & He, 2019: 1764-1765).

Smart contracts are based on code, and therefore, are immediate and can be securely executed without
third party interventions like banks or courts. It has also been heralded as the next revolution in global business.
(Levy, 2017: 02) As a consequence, it helps increase trust and transparency in a public or private blockchain since
everyone is allowed to check the codes underlying behind the contracts themselves (Gatteschi, Lamberti,
Demartini, Pranteda, & Santamaria, 2018: 05). Additionally, smart contract excels at managing heavy data-driven
scenarios. It can efficiently and effectively automate transactions and other contractually-agreed terms despite the
complexity and will always produce accurate result (Christidis & Devetsikiotis, 2016: 2296-2297).

3. Fair Trade
Fair Trade movement emerged as a form of charity conducted by multiple business organizations in 20%"

century. It was until the second United Nations Conference on Trade and Development (UNCTAD) in Delhi
(1968) that concluded international trade should also benefit and support development for Third World countries
under the slogan ‘“Not aid but trade” (Low & Davenport, 2006: 317). Fair Trade saw coffee as the first product
to be symbolized and prioritized amidst the transitional period, leading to the institutionalization of the movement
such as: European Fair Trade Association (EFTA) in 1987 of which brought together 11 traders and importers
from 9 countries, International Fair Trade Association (IFTA) in 1989, now the World Fair Trade Organization
(WFTO), which ultimately act as a global expression of the movement, Network of European World Shops
(NEWS) in 1990s to unite Fair Trade shops across Europe, and Fairtrade Labelling Organization International
(FLO) in late 1980s in order to get products certified for market entries. In 1998, these four organizations
coordinated and integrated their activities together, leading to the establishment of FINE. It defines Fair Trade as:
“... a trading partnership, based on dialogue, transparency and respect, that seeks greater equity in international
trade. It contributes to sustainable development by offering better trading conditions to, and securing the rights
of, marginalized producers and workers — especially in the South” ("Definition of Fair Trade," 2019). Now, Fair
Trade has been introduced as a method to combat inequality in market marginalization and insufficient wealth
distribution between farmers and markets.

According to Wilkinson (2007: 222), Fair Trade can be categorized as having three most important
components:

- The organization of alternative trading networks, known as ATOs: This network consists of participants
along the supply chain, such as groups of producers, middlemen, shops dedicated to Fair Trade, and
consumers who understand the theme of Fair Trade. This network unites these members into a closely-
tied relationship where the only proof of product authenticity is the continuation of knowledge passed
on to the members of the chain within the same network and trust that each member creates.

- The Marketing of Fair Trade Labelled Products Based on FLO Registered Producer Groups and Licensed
Traders and Retailers: Through an effort by FLO, Fair Trade has now been operating under the 1SO 65
standard. Under the said standard, certifications and licenses are given to the products and
manufacturers/retailers so that consumers can easily recognize certified products in conventional outlets
they purchase from. However, this strategy received some critiques, mostly on its certification scheme
as a systematization of trust where relationship is replaced by labels.

- The Campaign-Based Promotion of Fair Trade: Through campaigns targeting at collective pro-Fair Trade
consumers such as schools and general outlets, Fair Trade awareness and its promotion is dramatically
increased while at the same time growing the size of markets. Furthermore, Fair Trade awareness
promotion in international forum through institutions like Oxfam has an immense global impact on
consumer procurement practices and their belief in fair trade, both individually and collectively. As a
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result of ATOs’ effort to push Fair Trade to the center of attention by providing labels producers and
products, and by help pushing them onto the supermarket shelves, there exists two extreme wings of the
Fair Trade movement: one says it is a component for fair and righteous economic movement; whereas
another says it is simply a form of “corporate social responsibility and ethical trade.”
There are direct guidelines for producers in order to gain the certification as a part of Fair Trade
movement:

- small scale farmers can participate in a democratic organization;

- plantation and factory workers can participate in trade union activities and have decent wages, housing
and health and safety standards;

- noforced or child labor;

- programs to improve environmental sustainability (FLO).
For buyers, they also agreed to meet the following conditions:

- direct purchase;

- aprice that covers the cost of production and a social premium to improve conditions;

- advance payment to prevent small producer organizations from falling into debt;

- contracts that allow long-term production planning and sustainable production practices.
There are, however, a number of challenges for Fair Trade movement thus far (Parvathi & Waibel, 2013:

- Food Security: In developing markets, food market is still mostly in emerging state, and therefore, makes
it hard for firms to penetrate and alter the perception of product familiarity and price. The market needs
to be developed systematically for Fair Trade to be included in its agenda, and for producers to be valued.

- Increased Labor Requirement: Despite the advancement of farming tools and equipment, organic
agriculture still needs additional labor force in developing countries where they can perform cheaper and
more effective than these tools.

- Lack of Domestic Demand: Lack of knowledge and experience in fair trade and organic farming by the
producers render their choices to be limited in a global context.

- High Certification Costs: International Federation of Organic Agriculture Movement (IFOAM) governs
and certify bodies related to organic agriculture; whereas Fair trade Labeling Organizations (FLO)
International governs fair trade standards, and FLO-Cert governs its certification body.

3.1. Agri-Food Supply Chain
Tsolakis, Keramydas, Toka, Aidonis, and lakovou (2014: 48) state that one of the most critical setbacks

in agri-food sector is the complexity and cost efficiency of the supply chain as it requires a multi-tier supply chain
approach to solving the problems of unmatched flow of goods, both upstream and downstream the chain itself.
Agri-food retail firms help accelerate this system by deploying the use of vertical and horizontal integration,
market segmentation, product offerings, branding of product lineups and companies, as well as trade in a global
context as a whole.

The progress made in Information and Communication Technologies (ICT) in Logistics, food quality,
government policies on food regulations, the arrival of modern multinational food firms, vertical and horizontal
integrations, and a plethora of other disciplines led to the adoption of Agri-Food Supply Chain (AFSC) by
respective stakeholders (K. Chen, 2006: 02-04). Typically, an Agri-Food Supply Chain takes time from farming
to the hands of a consumer via a long sequence consisting of: Farming (land preparation to harvesting), processing,
testing, packaging, warehousing, transportation, distribution, marketing, and even Corporate Social Responsibility
(CSR) (lakovou, Vlachos, Achillas, & Anastasiadis, 2012: 06-10).

Stakeholders in AFSC normally consist of government and international organizations and private firms,
the latter of which is composed of farmers, middlemen, research firms, suppliers, traders, logistics firms, food
shops, and others (Jaffee, Siegel, & Andrews, 2010: 35-37). In addition, Tsolakis et al. (2014: 50-56) also present
the first generic hierarchical decision-making framework in the context of AFSC as an alternative. The framework
introduces Strategic, and Tactical and Operational Decisions as the main components. Strategic decisions consist
of: selection of farming technologies, developing an investment portfolio, fostering supply chain partnering
relationships, configuration of supply chain networks, establishing a performance measurement system, ensuring
sustainability, and adoption of quality management policies. Tactical and operational decisions are composed of:
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planning of harvesting operations, planning of logistics operations, and supporting food safety via transparency
and traceability.

Objectives

This study was conducted in order to gain some insights about Blockchain, Smart Contracts, and their
potential use cases in Agri-Food Industry. Particularly, the study proposes a method of which can be used to carry
out digital asset management using said technologies in agriculture.

Literature Review
1. Consensus Comparison
Below is the comparison of four major blockchain consensus in use across multiple cryptocurrencies:

Table 1: Comparison chart of four most-used consensus, excerpted from: Bach et al. (2018: 1793); Baliga (2017:
11); Zheng, Xie, Dai, Chen, and Wang (2017: 560).

Consensus
Properties Proof-of-Work | Proof-of-Stake Delegated Proof- Prg;:f:ﬁa_:_ng::&ne
(Pow) (PoS) of-Stake (DPoS) (PBET)
Speed of verification >100ms <100ms <100ms <10ms
Energy Usage High Medium Low Low
Scalability High High High Low
Byzantine Fault <25%
yz Computing <51% Stake <51% Validators <33.33% Replicas
Tolerance (Attacks)
power
Susceptibility to High Medium Medium Low
crashes
Node Confidence Low (Public) Low (Public) Low (Public) High (Private)

Speed of Verification: Despite being the most popular consensus and currently deployed in Bitcoin and
Ethereum, Proof-of-Work (PoW) is actually the slowest consensus among others, taking more than 100
milliseconds to responds to commands before finalizing a transaction. Proof-of-Stake (PoS) and Delegated Proof-
of-Stake (DPoS) are faster at less than 100 milliseconds, but its Practical Byzantine Fault Tolerance (PBFT) that
is the fastest at verifying transactions. At less than 10 milliseconds, it is 10x faster than the rest, primarily due to
its deployment in permissioned blockchains and Peer-to-Peer connections—making it highly reliable and safe.
The speed of verification for PoS ranges from 7 Transactions Per Second (TPS) for Bitcoin, to 56 TPS for Litecoin.
Cardano which utilizes PoS outputs 7 TPS; while EOS, a public cryptocurrency platform produces millions of
TPS. PBFT, on the other hand, varies by the platform it is being utilized on. For instance, Zilliga, a permissionless
blockchain, can output thousands of transactions per second (Curran, 2018).

Energy Usage: Bitcoin mining has been a concern for years due to its demand over power consumption.
Proof of Work consensus requires miners to repeatedly guess the right number so that each block can be built and
connected to the previous ones. This consumes an extraordinary amount of electricity. According to Huckle and
White (2016: 04), Bitcoin’s annual use of energy for mining could peak at 3.38 TeraWatt hours (TWh) which
exceeds that of Jamaica’s annual total energy use in 2014. Furthermore, another paper by Krause and Tolaymat
(2018: 02) indicates that in 2018 Bitcoin consumed about 8.3 trillion KWh/yr and that the cost of mining virtual
coin is actually comparable to the cost of mining actual metal. An estimate by Digiconomist ("Bitcoin Energy
Consumption Index," 2019) projects that Bitcoin’s total energy use peaked at around 73 TWh in 2018. A study
by University of Hawaii concludes that by following this trend, Bitcoin can singlehandedly accelerate global
warming to above 2 degree Celsius within two decades (Mora et al., 2018: 02). Fortunately, other consensuses
offer dramatically less energy usage, for example the switch from PoW to PoS-based consensus for Ethereum in
the future is expected to cut energy usage up to 99% (Alex, 2019).
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Scalability: This refers to the consensus’s ability to reach an agreement when the nodes are increasing in
number. PoOW, PoS, and DPoS are all highly-scalable consensuses since they’re all deployed mainly in public
blockchain of which consists of hundreds or even thousands of nodes. PBFT, a type of BFT protocol, however is
never designed to tolerate a high number of nodes. It is said that BFT and its variants like PBFT should host only
20 nodes or lower to avoid overloading the messages, and thereby, making it harder to reach a consensus (Baliga,
2017: 09).

Byzantine Fault Tolerant (Attacks): This refers to the security of consensus itself. For PoW, the attacker
would need more than ¥ of the total computing power in the system to start controlling or attacking the network;
whereas for PoS and DPoS, an attacker would need at least 51% of the total stakes or validators to control the
system. For PBFT, one third of replicas are needed to begin an attack on the system.

Susceptibility to crashes: It refers to a system’s ability to operate in the event of node crashes. PoW, PoS,
and DPoS are all designed to continue working even if 50% of the nodes are malfunctioned or stopped its
communication altogether. PBFT can only tolerate up to 33% of node failure (Ashish, 2018).

Node Confidence: For both public and private blockchain alike, confidence is seen as one of the most
important aspects of overall security of the platform in which users interact with each other. To this extent, the
use of PBFT over another consensus in a private blockchain is highly preferable—due to its P2P connection that
conceals users’ identities when communicating.

2. Blockchain Applications in Agriculture

The table as seen below describes case studies of blockchain in agri-food industry, challenges, and their
results. A study done by Ge et al. (2017: 26) focuses on certification process and supply chain traceability of
grape from South Africa. The study investigates food information, including transparency and trust through
Blockchain Technology’s (BCT) implementation. There are also many challenges faced during BCT
implementation across all stakeholders as well. For instance, food producers experienced a number of difficulties,
including collaboration and implementation of BCT in their business model, the access to blockchain, and smart
contract terms. For government agencies, there exists a demand of talent for competency in understanding how
BCT works both nationally and internationally. Retailers have to upgrade their ICT system and equipment for
BCT implementation. Additionally, traceability and provenance are huge concerns for each prominent product
along the supply chain. Technological scalability refers to the speed and amount of transactions that are reliably
handled, number of users, and its Byzantine Fault Tolerance to attacks. Social scalability means the number of
stakeholders and a reformed sustainable business models are advised for BCT implementation.

The results of the finding show increased food traceability, transparency, and reliability since the project
utilized Hyperledger as the testing platform. It provides efficiency, privacy, and a number of other advantages
like identity management feature and flexibility of data access using smart contract for certain individuals. The
study was also able to lower the price of certain goods by streamlining costs associated with traditional practices
using BCT. This opens up new market opportunities for all stakeholders as food producers can utilize their
resources more efficiently without costing more than needed, food retailers are more confident in selling the
goods, and new Blockchain start-ups have a vastly untapped market to dominate. BCT does not only offer
efficiency and trust, but also confidentiality as the study suggests certain kinds of data and information can be
kept secret using complex chaincode (smart contract) bindings to certain users in the chain. Furthermore, data
distribution between stakeholders was done effectively using BCT as the shared ledger ensures transparency and
reliability. Most of all, BCT implementation in the study was done without the need for special hardware at all.
For example, a medium-sized server was capable to act as a node in blockchain without any special modifications.
The use of Hyperledger and associated software was open-source and free.

Other studies done by (Casado-Vara, Prieto, De la Prieta, & Corchado, 2018: 396-397; Kumar & lyengar,
2017: 127-129) seek to implement circular economy and enhance collaboration between all stakeholders in supply
chain through the use of blockchain technology, respectively. For the former study, the authors aimed to
implement a circular economy via blockchain such that each stakeholder (producer, transporter, processor, and
trader) are all connected through a blockchain agent, an entity who coordinate the data and information flow
through smart contracts. The circular economy hopes to promote recycling and effectively reduce costs associated
with production and sale. The latter study was conducted to enhance collaboration between stakeholder with
blockchain integration. Both of these studies underwent similar challenges like: scalability issues, data reliability,
complexity of usage, steep learning curve for stakeholders, and the lack of dispute resolution presented.
Additionally, these studies also presented potential applications and findings such as: improved efficiency and
security as compared to traditional system, reduced malicious and fraudulent activities, and increased trust and
reliability.

Tian (2016: 03-05) experimented with RFID tags in blockchain system for fresh food traceability system.
RFID technology is used to acquire food information in every phase of supply chain, such as production,
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processing, warehousing, and distribution. Blockchain is then used to ensure data reliability and authenticity. This
system includes government agencies, as well as third-party regulators for transparency and neutrality. The main
challenges faced seem to be high implementation cost since RFID tags aren’t cheap, coupled with huge investment
in ICT structure necessary for sustainable and reliable BCT adoption. Also, blockchain itself is still a relatively
new tech, and thus, is vulnerable to attacks and frauds. Furthermore, potential usage and advantages of this study
are increased transparency, data reliability, and food traceability throughout the whole supply chain. The inclusion
of governmental bodies and third-party inspectors mean this model has the potential to be adopted by both private
and public sector. The aftereffect is enhanced food safety information crucial for consumer trust due to the
openness and neutrality of the system through real-time information sharing.

Another study, also conducted in China by Mao, Hao, Wang, and Li (2018: 10-14), aimed to achieve
sustainable and credible trading environment using Food Trading System with COnsortium blockchaiN
(FTSCON). They also designed and implemented an improved version of PBFT algorithm (iPBFT). The
challenges are the complexity of the dynamics of system, high transactional costs, computing resources required
for minimum processing, scalability issues and block speed when combined with high data throughput, and the
lack of a deterministic mechanism to allow for accurate supply and demand forecast. However, the study shows
potential usage such as: sustainable BCT implementation model for food trade development, improved trust and
transparency. FTCON also helps improve the profits of stakeholders while also leaving privacy intact and secured.

A white paper published by International Air Travel Association (2018) illustrates the use of blockchain
in airline industry by utilizing the technology in: Frequent Flyer Points; Baggage, Cargo, and Spare Parts;
Distribution and Payment; Passenger and Crew Identity Management; and Smart Contracts Across the Travel
Value Chain. A prominent example of blockchain integration in real-world application was done by Singapore
Airlines in cooperation with KPMG Digital Village and Microsoft (Sillers, 2018). They implemented blockchain
in a customer loyalty program named KrisPay in order to “help unlock the value of KrisFlyer miles to enable
everyday spending at retail partners” by utilizing blockchain’s decentralized and distributed ledger that makes use
of time-stamps of every transaction in real-time to simplify the redeeming process for customers. The app allows
members to convert their flying miles into monetary values spent across the airline’s merchant partners, starting
from as low as $0.73. Previously, customers could not make much use of flying points because of its limited
nature; however, blockchain leverages the opportunity for airlines to effectively differentiate themselves by
offering unique propositions to attract customers who are both old and new to air travel alike.
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Iyengar (2017)

Management Plantation

blockchain and collaboration
between known parties together
through each phase in rice supply
chain.

- No dispute resolution
methods.
- Risk of data-tampering.

No. Author (Year) Title Applications Challenges Findings & Conclusion
- Increased food reliability,
traceability, and
transparency.
- Scalability: Both - Fairer price and lower cost.
This study focuses on the technologically and socially. - New market opportunities.
potential usage of Blockchain - Dynamics of the - Keep business
1. Geetal. (2017) | Blockchain for Agriculture and Food: technology in agri-food supply implementation process. confidentiality.
Findings from the pilot study chain, as well as certification and | - Organizational and technical - Effective data propagation
provenance of table grapes from know-how of producers and between stakeholders.
South Africa. all stakeholders. - Relatively easy to
- Government policies. implement without need for
special hardware.
- Improved security and
efficiency by automation.
- The use of agents along the
Casado-Vara et How blockchain improves the supply | The study attempts to enable the | - Scalability issues. chain who monitors and
2. al. (2018) chain: Case study alimentary supply use of circular economy in agri- | - Prone to malicious activities. impose penalties if needed.
chain food supply chain. - Lack of data reliability. - Potential use of Case-based
- Lack of dispute resolution. reasoning system (CBR).
- Increased traceability.
The study aims to trace out the - Reduced fraudulent
major issues in traditional supply | - Level of complexity is high activities.
A Framework for Blockchain chain management and logistics for stakeholders. i :gﬁ;ﬁ?ﬁg{ trust and
3. Kumar and Technology in Rice Supply Chain industry by integrating the use of | - Steep learning curve. '

- Increased efficiency
- Decreased costs.
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No. Author (Year) Title Applications Challenges Findings & Conclusion
- High cost of implementation: | - Increased transparency in
The research attempts to utilize Minimum cost of RFID tag is the whole supply chain.
and develop RFID (Radio- 0.3 dollar plus a huge - Increased data reliability.
An Agri-food Supply Chain Frequency IDentification) and investment in ICT structure - Enhanced food safety
4. Tian (2016) Traceability System for China Based | blockchain technology for use in update. information by openness
on RFID & Blockchain Technology | building an agri-food (fresh fruits, | - Blockchain is still in its and neutrality.
vegetables, and meats) supply infancy, and thus, vulnerable | - Better food traceability by
chain traceability system. to attacks and prone to real-time tracking.
updates. - Increased consumer trust.
The paper designs anovel Food | - Complexity of the project to
Trading System with COnsortium stakeholders.
blockchaiN (FTSCON). The - High transactional costs. - Provides sustainable
5. Mao et al. (2018) Innovative Blockchain-Based system is then used to control - Computing resources. development of food trade.

Approach for Sustainable and

Credible Environment in Food Trade:

A Case Study in Shandong Province,
China

authentications and permissions
of different actors in the supply
chain. A case study deploying this
design shows high commercial
value based on its custom-made
improved PBFT algorithm.

Block speed and scalability
issues leading to reduced
transaction efficiency because
of high throughput.

Lack of fair mechanism to
allow for accurate supply and
demand forecast.

- Improves trust and
transparency in system.

- An improved version of
PBFT increases efficiency.
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Methods

This study aims to understand blockchain and agri-food industry by collecting resources from various
mediums, such as IEEE.org, Springer, Emerald Insight, Google Scholar, and various websites for references.
Information is then carefully extracted and peer-verified for accuracy and truthfulness.

Results and Discussion
The study proposes a framework based on Blockchain and Smart Contract for Agri-food industry as
following:

Smart Contract Framework for Digital Asset Management:

Seller Buyer
3
S - 28
[ [)
s 1 s
o— i
e 2 i R S S
4 o— 4
T TR TS RN ERESE T SERS SR SRS S - e I i i e ]
: 5 Smart
! Contracis
i
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B3 ' resolves Arbitrator
o dispites
+ obl-chain.

Blockchain (Shaned

Ledger)
. 4. Smart Contracts
1. Contracls’ lerms 2. Event(s) triggers 3. Seller hands out wansfer dioital 5. Smart Contracts
. the initiation of product to buyer. 4 permanently record
& obligations are . assels as per k
Smart Contracts. all transactions and
set. Assets are put Th b , written terms. It may A ]
osE can be 3a. Buyer receives activities (log) into
under control of also need external
information related goods and Smart shared ledger
sSmarl contracts as to the contracts or . inputs from I
Contract inalizes (Permissioned
collaterals. t cti , off-chain sources p
ransactions the transaction. forac] Blockchain),
'\_ )\ themselves. ;o Y. oracies). Y, )

*Mote: Arbitrator can either be nominated by parties or be delegated by votes to oversee the disputes arose during transactoins. He cannot
directly interfere with the asset management and tamper with any data, and thus, can only review the blockchain and settle the disputes
off-chain. Any activities must then be recorded into the blockchain for future references.

Figure 1 Smart Contract Framework for Digital Asset Management, Adapted from Hasan and Salah (2018:
46784); Tuesta et al. (2015: 04).

This Framework focuses on Blockchain and Smart Contract integration into traditional form of
transactions, of which the ultimate goal is to phase out inefficient and costly approach to business practices among
farming communities and the markets. It aims to help solve the wealth distribution inefficiency of traditional
approach, while saving cost and time. Firstly, the sellers, or in this case the farmers, and buyers or middlemen can
engage and negotiate the products of which they concur. Then they have to establish one or multiple smart
contracts and bind them together with permanent terms, clauses, and conditions every party agreed to. Then some
or all of their assets have to be put in custody of smart contract(s) as collaterals. Next, Smart contract will then be
activated by one or multiple specific activities mentioned in the contract(s). After this, seller gives the product to
buyer and the smart contract(s) will then automatically recognizes the transactions as completed and finalized,
and thus, it begins automating its processes of recording every activity, timestamp it, and then permanently record
all the logs as a block into the blockchain using cryptographic hashes.

As shown in Figure 1, Smart Contract is the core aspect of this model as it embodies and automates the
traditional processes of conducting and finalizing a transaction. Smart contract offers advantages over traditional
approach as following:
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Unprecedented Transparency: Smart Contract allows the entire supply chain to be transparent to both the
market and consumers alike. Producers and consumers can verify the integrity of the trades and profits
unlike anything model that precedes this. Middlemen usually undercut the farmers and receives heavy
unfair markups for their trades, but Smart Contract offers transparency as it automatically carries out
unbiased asset management to all stakeholders based on terms and conditions defined by all parties and
effectively eliminate the needs for intermediaries like traders. Smart contract can also be audited by a
professional third party in case disputes arise.

Safety: Blockchain has a built-in SHA-256 encryption protocol designed to withstand attacks and forced
decryption by attackers. On top of that, cryptographic hashing is also deployed to effectively mask out
the identities of the nodes in the system, thereby reducing the potential danger of any attacks as node
identities are concealed. Smart Contract ensures that each process is carried out reliably.

Time Efficiency: Smart Contract effectively eliminates any overhead and delayed time periods seen in
traditional approaches to transactions. Any time-consuming processes of conducting, verifying, as well
as other manual workload could be cut down or possibly eliminated altogether.

Precision: Smart contracts are thoroughly and comprehensively designed from the ground up by all
stakeholders to ensure transparency, integrity, and equality. A terms and conditions consensus is
generally achieved before deployment.

Trust: Smart contract increases trust and eliminates any possibilities of manipulation, fraudulent, and
other malicious activities using cryptographic hashing and other specific design options discussed below.
This, coupled with blockchain, increases trust in a decentralized trustless system.

Data Storage: Every transaction, communication, and logs are permanently recorded in the blockchain
with almost no possible way to edit or manipulate. The data is open and visible to all stakeholders to
verify in a real-time manner.

However, there exists a possibility, albeit miniscule, that one attacker or a group of them can penetrate

the network and conduct malicious activities. Clack, Bakshi, and Braine (2016: 09) present the usage of
cryptographic hashing as following:

1

2.

3.

As a unique identifier of a smart legal agreement—that is, as a part of an index for data storage or as an
execution parameter to pass on to smart contract.

As a way to identify any tampering or modification to any of the smart contract agreements after it is
signed.

And as a procedure to check for modifications of a pre-authorized text like a clause used inside a smart
legal agreement.

Additionally, through the use of Merkle-tree structure similar to Bitcoin and Ethereum (Buterin, 2014:

09-10), the security will then be substantially increased and any malicious activities will be increasingly hard to
practice. Moreover, some of the key designs for a safer and more efficient smart contracts (Clack et al., 2016: 12)

are:

1.

2.

3.

Record current version and timestamp: This specifically attempts to labels each version and its properties
for references and security purposes.

Keep the complete log of changes: To record and keep any changes to the data at all, amendments,
approvals, and also logs of communications and its details.

Designing a branch and merge function: For future reference and import/export work of any previous
version of the contract.

Possible methods for arbitration in blockchain-enabled smart contract environment according to

Idelberger, Governatori, Riveret, and Sartor (2016: 176), are “(i) adjudicative resolution, such as litigation or
arbitration, where a judge, jury or arbitrator determines the outcome, and consensual resolution, such as
collaborative law, mediation, conciliation, or negotiation, where the parties attempt to reach agreement.”
However, Rogers (2017: 22) argues that arbitration will likely emerge as the definitive way to resolve disputes
arisen from smart contracts due to a number of reasons:

1.

2.

3.

Hard to determine who is responsible: Since smart contracts are allowed to run pseudonymously, it is
hard to pinpoint who to sue when disputes happened. Additionally, any bugs and defective code result in
a lack of evidential difficulties.

Unclear jurisdiction: Since Smart Contracts run in a Blockchain that is based on nodes (computers) that
can be employed around the world, a clear jurisdiction and governing law agreement is difficult to reach.
Issue in enforcement: Irreversible transactions mean any termination or return of the transaction is
recorded twice, making no legal use.

Moreover, arbitration does offer many incentives over other approaches, such as:

1.

Protecting proprietary information: Since smart contracts are deployed mostly in a highly confidential
and private manner between permissioned parties in a blockchain, any attempts to disclose the core
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technology and certain practice to resolve disputes will expose the whole business of its trade secrets and
other sensitive information.

2. Tribunal with specialist technical knowledge: Traditional jurisdiction is not made for tackling this type
of disputes, and therefore, needs to get up to speed and establish a pool of knowledge with specialists
dedicated to resolving blockchain technology and smart contract disputes.

3. Bespoke procedures and automated enforcement: Parties can agree to certain arrangements of dispute
resolution under a certain threshold to overcome the anonymity and irreversible nature of smart contracts.
There may exists two types of arbitration procedures: one being a decentralized arbitration where
arbitrators are selected at random and will provide just decisions which are then recorded on to the
blockchain, and a delegated arbitration which utilizes “multisig” approach that enables parties to elect
and employ an arbitrator based on pre-arranged terms and decisions.

Conclusions

This paper aims to understand blockchain technology: its emergence, evolution, and potential usage in
agri-food industry. Blockchain was a huge breakthrough in distribution technology thanks to its focus on
transparency, security, decentralization, immutability, and most of all trust. Its evolution brought about huge
disruption to almost every industry such as banking, industrial manufacturing, to even agriculture. Blockchain
consensus, such as: Proof-of-Work, Proof-of-Stake, and Practical Byzantine Fault Tolerance are well-known
consensus implemented in popular cryptocurrencies like Bitcoin, Ethereum, and others. Smart contract, on the
other hand, is gradually regaining its momentum as a suitable partner of blockchain in automatic transaction
execution and other business-related tasks. Its use is basically indistinguishable from Blockchain in a
permissioned system as it delivers security, trust, safety, and a plethora of other benefits.

Fair Trade is a movement popularized in world trade since the 1960’s by various governing bodies that
have been made a priority in the 21st century due to its equality and ethics in world market. A number of policies
have been issued by organizations in the hope that it could bring benefits to the producers in developing countries.
As such, a model based around Blockchain and Smart Contract was proposed in an attempt to understand its
potential usage along the supply chain. It makes use of Blockchain’s built-in encryption and numerous other
security measures, introduced by a number of other studies, to enhance users’ privacy, security, and trust. Dispute
resolution is revolved around arbitration method which could be based on a third party solution or an elected node.
Arbitrator himself does not have any ability to modify or tamper with blockchain, but instead relies on off-chain
solutions to transfer assets. Future studies could be done based on an actual implementation of the model in a
relatively small and closed environment in order to realize its potential.
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ABSTRACT

Automotive industry in Thailand tend to grow even more. This growth has resulted in
businesses having to pay more taxes. Faurecia and Summit Interior Systems (Thailand) Co.,Ltd.
is one of the automotive industry that has duty to report tax information to the Revenue
Department every month. If the business wants to request a return of duty from the export
goods in the free zone, the business must provide evidence to the Revenue Department in
detail. The documents that are important evidence of tax returns are the export declaration
and the invoice that must be the same shipment. These documents are evidence confirming
to the Revenue Department has exported to sell to the other business located in the free
zone and has received exemption from the actual export tax. But the problem of the company
is due to the separated filing system. The export declaration documents are stored by the BOI
department and the invoice documents are stored by the accounting manager. It caused the
mistake in preparing documents to show to the Revenue Department. It also causes work
delays, decreased work efficiency and labor waste. Then the purpose of this study is to
realignment a database to help the working process of matching export declarations with

invoices more effectively and efficiently.
Keyword: Database system improvement, Export Declaration, Invoice

uni
¢ 2 [ = A o w1
gaavnIsuEUEudkasTud U usudlulssvelny [ugnainnssunisidanudfyse
NSNAULATEFNAVDIUTENA TILUAIUNITHERN N15HAIA N9 NMFTUImALUlaE LazAy
d' LY ' = a v [ L4 Y a
Woulgsiuanavnssusotosdnvateussnn Tusunsasmu Usswelnaiduaudsiuvesnineu
guivhlan veAegUu glsy warewsnimie ugiuniswdnsaeudiassadnsemueudsuiusiuges

1an (NSNESININS, 2557)

v
a a 4a [ R = a a

Usm TolbsoLdy wous Fuiln suisy Fafud (Uszwelng) 9190 iduuSevnandudiu

¥ o
a = o [ = s

wanafndndugudmiveunimug aeweglulinngnamnssudaiisudvesa \ulUusznaunisnan

Y

' (% 1%

1 a

= = % :j a o = = 1 dﬁy Y o a0 1 Y} = al A
neilgundyanLiiy Asdy mnuseniiagueunninngaelvidiseardiusinety nniiaey
1 = = a0 1 [~3 a = Y a a A [ v
1NANINAEUI8ATVe AU Edus1nTuRkuan waun Ul duasinnSluieudalUlaniuuinsn
82/3 urisUszaaiy)Ing (NSUETININT, 2557)
2819158010 Tun15veAUINTAIUANNLU USENADITIN1STLIEDAUILLALLDATD IATALIU

Tunsdlvesusemlasuansuselovunianisaniiea SunisenuiunIBlunsainisasdusaanluduun

Al8



PIM 9™ National and 2" International Conference 2019
and 2" Smart Logistics Conference
5 July 2019

Uaanons suUszanangvangitdeaaning vinm 6 SygliiwedaldfuaniiuvieAueinsidle
dwonlluensvenandns snnthwesiudnluluwatasneins Wlaueniunseduenns lngldiaet
yeatiulddseanluuensverandnslunaildiwesiudluluwnUasnensdaduiisemesaay
Uizﬂawmﬁl,ﬂugﬂﬁwaaqsﬁa (NUFAANINS, 2560)

Tunsdlves USHM Inlsowde waun Fulv duiliSy Jafiud (Uszndlne) 100 Sanudesnis

PRI ANSUTL L UYUNIINITAAINAINDVDAUNITDINTV19DNAEADIANTIUNTT P9

ﬁunmmaamsmmsmﬁadadnﬁu (£.9.30)

¢

I3 =S &, U % = ¥ v
MNUMPBINNAVAWMNBIY waaena BNl TR 1Y
A a Y
l ¢ fio tenasluuuFUMIRNIEY
a 4 .
g v “d v 1 lunaasngmsaudiInvoice)
MBBeInnANMBVIE Mbvetieanmine

A v T =) v
Yonuensla Niiennsavenueinsla

o & = =~
AN 1 : VUNDUNITUDAUNIEDINTVI1DDN

2V ¥ ‘ﬂl

INAMNA 1 ATLUIUNTISUAUMENITIULUURAAITIEAITANBYAALAY A0, 30 lagdl
NINTUNIMINUSTENTN19T158 18P0 (B15emaudtdunninunludsenalng) u1nninnisune
(lwsuniseniuniBensviesnidladsdumesnluvgluluniasnoins) 3wa1u150v8AUNEEIUAN
19 9lunsalvesusem Tnlisolde waus Fulln duiiSe Faifud (Usznalng) 31799 tulvanndae
1NANINAIEVI8DE1LUUBULLD I USEnlndseandualuvieduunvasnainsdaiinistisene
2INSIUDMNIISPEAL 0 LIDUNUIAIUIMNEDANBTONNAUNILLDANIBUNEYIN LAUSENANUITOVDAUNN T
21NV LANINUA

INNTEUIUNTRUTENARIALTUNITVOAURINTIINATUATININTTI g Uaynives

[ a o d' d' ¥ [ = v a a v d' [ 13
N32UIUNNTINN1TNBTUUTEINTLALIUDIAY 2 WU Ao weunUeyd dnihilunisdanuienalsiu
WARISIEA1TAUAT (Invoice) T AgfUAUAINNIIUSIN AU T1U19 AU seawazunTglunis
° ad | a A Y Al v & a v
AUINYDNNTBTD wazhuundasunisasu (BON duthilunisiaiuienaisluvudumvuiaen

Fulwenasindunisindieudneduiiedeeenlunediinusemavs shuuniuiniiniseynyaiv

Toanslevinianisen Felunidmsiuniuasnains

Al9



PIM 9™ National and 2" International Conference 2019
and 2" Smart Logistics Conference
5 July 2019

aun i 2 %umauﬂWié’l’ufjLaﬂmﬂuLLami'}smW'i?iué’wmﬂLLmuﬂﬁ@%LLaxiumuﬁuﬁwmwaaﬂ
mﬂu,wuﬂa'ua'%umaammﬁuﬂfymmaamﬁsi"]Lﬁummﬁaammswgm%ga meluvesusondalad
nMsdeulesiu uiutmienimdnguiifeitestunisdioonlunansfunsuassning wazazdad
anunsoesueldilulusudusveen Ussnaulusmeluifududvesusemaniilatng wnusomlyl
awnsoTuasld U%ﬁ’mﬁ%ﬁmLﬁam@aﬂaﬁhLﬁuﬁ’m%’uﬁué’ﬁ'}muﬁu s Tunsaziiouusom Sedes

fin1s9ugluruduAvIeeniv Invoice VBIUTEM

o Y a Y J a Y

msridnaum MIavONTUM
HHUNT Y HHUNEIEI NI AN Y
luuaaasiemsaud luyuduiviesn
o ] o o X
$15201nTVINN / + \Glﬂszmﬂssumaﬂmmu 0 geamivo-enmiue
v v
vy N30

N ;.

NINAIINING

AN 2 : TURBUNITIALASLULDNETLNDLARIADNSUATININSLNBUDADDINTVILIN

Tunsvin A, 30 USEMansatgeanueMdenEluens 1sesay 0 lURnaudueanv18nNg
& Y o v a v a A PN ' v P 9 v O A v = Y oo
Wweuld Ylgenuefideudun18lvonianad daNalin18u18anadnie Aaly USENIanesiinng
Fuasiusenladinisdseandudiilasuniseniiuni®ass lnenisimdngruiiieitesiunisdiean
TUnananunsuassning ey Tusuduaivieen, luAiiunn® Commercial Invoice, Proforma
Invoice, Tax Invoice, Statement 511AN5USENBUIIUNITIUB I L TUAUY LAz aefasanusaasule
lelulusuguimvseniladuiinteyatrlluszuuvesnsuaaningiiu Ysenaulumeluiiudud

I a 1%

YaaUTENavilatne Ingasdesiitoyadudn wasyarmduaivindu wnusenldaiunsotuasld
Ueniagseadunmdyariind miuaumdiuiniu Ay luwiazifouuiem Jeseadinisdudluvy
dumveeniulukanisngn1saum (Invoice) vo433ia Wneflurudumuieeniugsiaaglaangdivii

wihlAusNIsHIuisn1sAanINsfivhnseenienaisluruduaumugsna Jeaglasuenanslusieu

A20



PIM 9™ National and 2" International Conference 2019
and 2" Smart Logistics Conference
5 July 2019

fnlundianesnluvuduiueenluudnaslunanssenisaud(invoice)iu agldsunnanunun
PIVUAZLNUNU YD
fidendaiuiaymlunsuiianudesanuisnlilddudininluruaumansende
auLes inliaalunanssnen1sdudn (Invoice) Tulvauduaivioon waziavlulanisianisduan
(Invoice) floananuidmiulsimiloutu vilviduguassadenisufofeu liawsadugiulury
duavreeniulunanisignisdum (Invoice) tnlwiui agdonihUSunauaryamtuluvududivesn
uaz Auluuanasensdud (nvoice) luusiagsiensundugliingeiu Ssdnuauiiidseenluusiay
weunfiludwauuin lidesldiialunisduglurudumvieeniuivlunanssienisdud
(Invoice) w wazminlifiwwimslunisufiReu gujdhnuideddualunmsfiamislunisdugly
udumveeniuiululanisien1sdual (Invoice) Iﬁﬁﬁa%aﬁmﬁqﬁ’u ;E%’mﬁﬁqﬁmmau%ﬁ%%’mﬁw
grudoyalun1sduglusuduivieenduluuanssionisdud (Invoice) etdunuimislunig
AfluuLAzIEYTIEazBEAveRINTEUINNNT Judlurududvieeniulukanisienisdudn (invoice)

ietesneanuazanituguidRnu awsaufiRauldsngungu

NUNIUITTUNTTULAZUIBNNYITDS

1. MSNUNIUITIUNTIY

1.1. wunliiugaaunsuIudueIueun
RRAMINTTUTUEIMEUEUATITY 2560-2562 HwiltiAuln ATunINiAn 19N 1INansneuALag
v s = X o a 1Y o ! = '
s0anseueud Fedunaannnmsiuii vesasugialewasUsemeand Usenauiuaindnasiinisss
HARLAET1U1850 Eco-car MMULNUNITVDTUNITALATUNITAINUINN BOI Lazazin1TuEn
F0ANTYIUHUAVLA QL TUANUNTVEIENITAIUVBIANETATNTEUEUATZAULAN BNNINAINNS

IHNAINUAIgIUNERTUE U B UA U IEURIUTINTNH asYrenyulinisdIeantudIuT ved

Ineweedif (suimIngeeeyse, 2562)
1.2. Ansuszlevimenidennsinuunlasnains
& & dd o v A ¢
waUaeneIng Ae Luaituiiimuuall eustleviniseinsaaninstunsusenaugnamving
a A a A A g ¢ 1 a [ % v O

Ju WAYeNIY nTefanseuilulstleniunnisiasygiavesdsene InggussainazInnaun
Uasnensdeslasuluayyinainesud dlasulueuyinyseneuianistuivnlasnains Ae
vay vo a ag v a A a A A & 1
AnlasuaunmaNesuRlUTENauaRaI NI Y Widlvenssu ienan1sdulanludselewiunnis
LAsYgNIveIUsEmAlunlasnaIng (NSUAANINS,2562)

ansuselomiluwnlasnensaiulug Ao nislasueniiuensvid duwsvrssitituilu
swanandnsieriluluiinUasnens 1 wiesdns gunsal insesilowniesld suunsdmlsenay

1 1Y 1 Ao & 1 a 1% = d' 2/ A a o
LUD9IAINAINANUURBDNTUTENDUNINIT Tnglisuneeslglunisasne Usenaunsofnealssay

A21



PIM 9™ National and 2" International Conference 2019
and 2" Smart Logistics Conference
5 July 2019

wseamslualasnans vasidiuielylunsuseneugnaimnssu wslvenssu w3eian15au
1o Aduusslemivnnisiasvgiavesssma visvesiivdegeanunainanlasnensdu (NsuAanIng
,2562)

1.3. n1svahuMBYaALN (VAT) vasdusznaunisaanzileun1dyading

€

dmsugusznaunisilaviinisaaneleuniByariiiy (VAT) anunsavenun1Byaniiule

1YL VDAUNIEN N TUATTNINTILAIWIUINNANBIYANAUN1 0D ﬁuﬁﬁmaﬂmu’h;ﬁﬂﬁzﬂaumsﬁ

Saa

YoM ByanLiulafeedumlatdesnindumnfenieyseneunninduavesusen deldn

N,

YoAUle (NTUATININS, 2562)
2. nuidengadas
ARt Ma1egases (2555) ihnsAnwiieltundyaniia lnenisfinuseasidensiiee

¥ L = ¥ ¥

A I a aw A ~ ~ I oa o & =
LﬂEJ'JGU@QﬂUﬂ']U;JUaﬂqLWMﬂﬁﬂﬁgﬂ@‘UﬂqimﬂﬂﬂgLUHUﬂqHHaﬂqLWMﬂqLTJUG]EN§ ANYILDNTFITLLAS

Y

ee D

=]

unaun sTuinUgydiiesfiundyariig ielvaiuisaduiandyad wittuas3aisni1sunds
ABYAAIY WaganusansenwuunasieIiuM A iula
a a Qf = d‘ a a a o a 1 aa

ALY I35 ND (2557) ANWILIDINITUTLLUUYTLANTAINVDITEUUNITANUUNITRNIUND
@amﬂil,w‘ui%t,aﬂmi LﬁaﬂizLﬁuLLawmu’mwLLﬁlmﬂmmmméw%’wmmmﬁuﬁﬁagaiw’m
AUsEnauMIkasnsuAanInTiIuszuuliienans nansfinymuinsedunisusslivanufianelaves
Uigawémwmmmﬁ%miﬁamﬂiLLUUI%’L@ﬂmsazﬂuizﬁumuﬂaw LALANLARYVDITEAUAINY
o v 1 ) a Y g v ~
fanelamuwwmenisuntedymiluniseweneglussauinnian wanddviliuinguseneunisiiany
mandriissuuganinswuuliienaisazainnsounlalymenuartilalusuieg

Usvuuns 919uand (2558) lavinnisdnwinsta@nmsienisiidiuagdsoan dalasey
eavBuangiuauiTlufeiunsuseneugiiadditazdsesn lunUasnens msdavidayd

o

yesgsiatniuazdionn n1sd1sziiunienisfuardudeiionsindi -dsean nsfuiseld
Aldssuaznistiuiintydvesgsianii-deeen adyariiin MEEuldTRyana MBEuldn
o 7197 wagnsiuidnsAanInseBidnynsetind
IngUITaIAYaINIANEN
1. Anwdunounisdnidunuresnszuauniinisdudluruduiuneenuazlusienisdud
(Invoice)

2. iednvingrudeyadimiunisdudluruduaivieanivlusienisdusi(invoice) ¥oaUTEm

WLsoidy wous Fuin dunse Fawdud (Usewnalne) 3170

A22



PIM 9™ National and 2" International Conference 2019
and 2" Smart Logistics Conference
5 July 2019

A5n15Anw1 (RESEARCH METHODOLOGY)

ad < v
1. 28N19LNUTIVTINY 248

[
N Ya v [ ¥

Tunsvdnuilupdsd W) aﬁ"“;%ﬂ'ﬁmm’mmma%aﬁwmsé’ammaza”umwaﬁwﬂmmﬁ
UFtRnulugmny 8ol uazninauluwnuntydnsuinveunsivglurudufmuoondulusems
Auén (Invoice) flasandeyaiifesniuldiusenounisufshnuiy fdwuAedeatuisduau ol
uazUeyd Fohudsfesiinsinundumeuntsrhanuueia 2 wwun

2. PmMsweszvidaya

¥

nsvinsdualurudumvieeniulusignisdua (invoice) fgnsaiunIvaesvueg

LY A [

fumsidenlivesuuinnu udanndedinsvesusevlususunuiasssezattunisdni 37y

Jlafinnsidenlaflendu VLOOKUP was Pivot Tu Microsoft Excel lunisufjuiiaudnungaslunis

SRR MEANTIRHE

HaN13AN® (RESEARCH FINDING)
MNMITIvTRLarieTsiteyaausaiauenansAnulneianisazdeavastunon
mwiduglusududuesendulusemsaud (nvoice) sunsesdniadussuugudeyalumstug
TuruAudfulusanasnenisaudn (nvoice) Inefidunaugsil
Sumaudi 1 pilandeyafiisrtostunisduglurududmieontu Invoice
1) anillvandeyaluruduiuesnainuisn Shipping Fdlutiagiiu uiem Tandmdn 2 Usn
ldun uS¥n AUTO ALLIANCE (THAILAND) CO. LTD (AAT) wazuS¥w FORD MOTOR
COMPANY (THAILAND) LTD #sdilyiglilmasidluguuuu POF (luaududuioon) uag EXCEL
(Report Export Entry) fUftRnuagiesamiinanionaisuiia 2 suuuy
2) anilvandeyasiuaziduan1sngdua (Report Sale) Y8aUTENANTUIUNTY SAP
Tunoud 2 wisutaya laen1sAnnsessteazidendeyalu Report Export Entry kag Report

Sale lnaidonanzdeyanindudeddlunisdug deil

1) LG]’%EJ&J%’@;ﬂa Report Export Entry

% =

- Annsesnvazideadeyaliiiiamsdoyadisndudodld ilesrmsmuazanlunis
UfuRau Imaﬁﬁayjaﬁﬁmﬂu Town vunaavluruduan, nuneay Invoice Tuluvuduan,
Sudt Invoice TuluauBudn, sWadun, Mesuledud, Usunadudn, yarnauAmtheum
Ty

- flesanswadudnlu Report sale Lifiiniosmunednnsenans fedu ieldiesenis
UtRenu wiinmudesauiedssmneTansanardlu Report Export Entry aan lagnisld

\A3eile Ctrl+F

A23



PIM 9™ National and 2" International Conference 2019
and 2" Smart Logistics Conference
5 July 2019

'
a Y

WasudiavlutesUiuadumuaryamaudfgniivluguuuudeainu Teglugduuu

Y Y

[y

fav lngnisnanquaeduifednts adnfivniewane [1] wazidenuvanduduay

(convert number)

I a 1% ]

AungonslutasUTinudumuazyarmdum lnenisldgns subtotal Awnmd 3

Y

¢

Insert padullfiy 2 Aodutintaeduy A udalddenedutiidu LOT way CONCATENATE
ANUNIN

Tuses CONCATENATE T3ldgns CONCATENATE munnil 3 uiteldasddeyaru Report
Sale

lddinsesdoya

Piysphon Nookate (71

Report Export Entry - Excel

hosas BW Q uendunanloimmhats

=SUBTOTAL(9,H3:H28)

=CONCATENATE(A3," "F3) L
Subtotal 10173.00
LOT.| CONCATENATE .| DECNO |, invno thdest <1 oaty [vlat<| fol
9 AT/201901-0110/ABCDETH/DIO1 24/12/2( wyndachila 2400  c62
9 AT/201901-0110/ABCDETH/D/01 thasouning 450 c62
9 AT/201901-0110/ABCDE/TH/D/0! Futuszneunulzonh 120 ce2
9 AT/201901-0110/ABCDETHD/01 thasouyaifivinow Tyanma 52 c62
9 AT201901-0110/ABCDETHIDO! 24/12:2 ihnsovypdefnouTsonas 217 ce

o AT/201901-0110ABCDETHDO! 24122 ihmovypdsfaoulsonms | 227 ce2

456789 AT/201901-0110 ABCDETHDOL 24/122 ihmsouypidoinoulsonme | 356 ce2

2
10 EB3B 123456 AH _ AOOIDI23456789 AT/201901-0110/ABCDETHD/01 24/12/2 Fudnalizoouganoulyanan 4 ce2

AR 3 : MINsesTvazBeadeyaly Report Export Entry

2)

w3eudeya Report Sale

[y a ¥ Ao & 1% o Y o a wva
ﬂﬂﬂi@\ﬁ'ma%lfe]EJWU’E]&,IUG‘VIQWLUUG]@QU’]SJWI% L'WE)E)'TU’JEJﬂ’J’]SJﬁSWJﬂIUﬂ’]iUgU@Q’m g

v Ao & | R A a o [ . o A .
‘ZJE]JJUGVH]’]L‘UU1UE’JHH ‘lﬂLLﬂ PAUITYNANAI, NUBLAY Invoice, IUNBBN INvoice,

Y

¥ 1

SHAAUAT, USUNUAUAN, SIANVBIAUAN, LAA1YDIEUAN

Y

Filter Aadu1l Sold to party (Feu3¥mgnAn) LAentan1zuIem AUTO ALLIANCE
(THAILAND) uazu3 ¥ FORD MOTOR COMPANY (THAILAND) LTD ifes91n 2 s
aglulunuannans

nsesdoyaenisduiiidoadoonlufienun degldarn 2 9ee Ao veanusian

Y

Invoice TA8uNUNELAY Invoice AEAANAVUINLN NUANANAUTZNING Invoice NABLEY

a o A

ABuay Invoice Mliideadsn® uaztesdouitmgnaliideniamzuionieglun
UaonaInIuarAaUsNe

U958 saufesiivTinaduiinay dafnainvatsanvg ninaudesaudoya
Invoice fifitlymann tielvnssmuammduaia anvedniudunoud winnuasdos
l¢doya Report Sale AlifiUTinaAuMARaY

maeenslutessUsinadunuaryarduai lnensldgns subtotal amuning 4

A24



PIM 9™ National and 2" International Conference 2019
and 2" Smart Logistics Conference
5 July 2019

- Insert ARAUULNY 2 ARduLNTNAREYY B wadldtaneduilidu LOT wag CONCATENATE

ANUNINT 4

- Td¥elunedini 3 Aoduigavheifiudrin Diff, INV.NO. uay Export Entry muamil 4
- ludea CONCATENATE 1#ldgns CONCATENATE tilelddsAdayaiu Report Export

Entry

- ldinsesdeyalagnafendeyaianun = nalSgeddulaznsasiLauiaIedle —

LABNAINTDY

=VLOOKUP(C4,TReport Export

=SUBTOTAL(9,H3:H28

Entry.xlsx]data''$B;$D,3,0)

—CONCATENATE(B3," ",G3)

e =TT swonr oo ensworo s | s | s e FRE oy e
| =VLOOKUP(C4,[Report Export Entry.xlsx]data'!$B;$D,2,0) |
] = %
ANN 4 : NTNTONTIYALLD EJG]GUaiJUaIu Report Sale

Junauil 3 vinnsiuSeuLieudeyasening Report Export Entry uag Report Sale aug3a3anil
A590U A8 a1989910TUN Invoice Tuluvudua1viesn 1¥u ¥297u? 1-10, 11-20, 21-31 1ag

L=} ) = 1
Wiguiguiiazaiaam
1) JAserideyasensaumeie PivotTable lngiign1svi fesnni 5

A25



PIM 9™ National and 2" International Conference 2019
and 2" Smart Logistics Conference
5 July 2019

g o - ;
Q Aans PivorTable UMY Insert 0 oA TuiiNABINT 19 39T 1-10

Tnonanitilu[ =] Filter (2n309) 1o’ Billing Date y .
AANL Display Uinzidan

Classic PivotTable layout

uAzAAN OK

é idennqudoyalues Customer Material Number 1

y
Billed Quantity ian3iA
. <
Choose the data that you want to analze e a1nfiad Customer Material AannauAedInl A uaz B
. . ?
(®) Select a table or range a "
Number T1/21371 Row Labels 2 o a
Table/Range: ‘Report Sale'ISAS3:SNS 780 * | . TNHUA — AANAUN AN Copy
() Use an extemal data source uazaIniiag Billed Quantity il

s
@ AdNUMBNASa

NAIN Values
< [} €

131 X Values

Coi
Use this

o AnidenA Ui 4719214 PivotTable

Tudingaimu wienaludsngali o e——

Q =
Location: + 2 v ey
| o -

Choose whether you want to analyze multiple tables

[] Add this data to the Data Model
[k cmm Hf—@ninox

:
UAMAIANT |}
:

PivotTable i
all
)
. : \ fudnoves
Tulsunssazudasdiumiiaved PivotTable 13in%n uazilaniey PivotTable Field List ey o RO

Fnvealusunsa

AR 5 AT1eiteyasien1saun1eie PivotTable

2) tidoyadt Pivot Idanits 2 Report sniFeuiisuiu TngldiaTasite VLOOKUP Tnsndni
984 D5 ldgns VLOOKUP a4l “=VLOOKUP(AG,$H:$1.2,0)) 7 LLaﬂﬁqmﬁwé’ﬁimswms
audmneiin 9ndu I wuaeedul C (Judes Diff uasldans « =Da-B4 ~ aglddusing
Usunaduausiazulinsziing Report Sale Wag Report Export Entry

3) Wdunaiies Diff axiuldiausmsaiviarnfifuuan avuasugud aiiifuay wanad
Usunadualu Report Export Entry tasni1 Ysunaduailu Report Sale

a) U7 Report Sale uazlufidoq Diff 1ldgns “ =VLOOKUP(H4 Sheet1IA:C,3,0) ” Lilo
VLOOKUP Fasiadusi1eU3anaduaunain Sheet PivotTable

Funaudi 4 mafasensAuduiu LOT \legusanuazaInlunsiug Inedamaiui invoice
Tulurududunoen el Ieaeiui 1-10 1y LOTI , 9ae¥uit 11-20 10w LOT2, 9a¥uit 21-31 1
LOT3 warvilizensiuusunadudlu Report Export Entry wag Report Sale usiaz LOT fiuSunadi

Wiy 13501590 fadl

A26




1)

PIM 9™ National and 2" International Conference 2019
and 2" Smart Logistics Conference
5 July 2019

Filter (ns0370YaA) sl Report Export Entry was Report Sale lutasiufionn Invoice Tng
Fontastufl 1-10 deu udaldd1in “LOTL” Tunedun LOT siaviun deyail VLOOKUP 11y
Report Sale Ap@wU Invoice number wag Export Entry azunlagdnluim

Filter lupaduil Diff ionamzsuiuiinnay Fadusienisduifidusunadusily Report
Sale 111N Report Export Entry Tu LOT 514‘] Jedeevinliusurudualy Report Sale
Wi Report Export Entry tdenvhfiaysnenisdudn lnenisidenausiemsiiindusiuau

fmnauluvee DIff Alaruiadld AanInd 6

Filter lunadini¥a
- _ o o
w1 tuAudeniiaz 0 Filter Tunadnd Diff

A ° ==
‘ @mannmznvIunaaall

et
. 7!59'4‘4»(31 & '

—— - e el dn
é AomBsnuitesavoantt @ FunmBinaiitaay

mudTinai 1édmnald

El
1y N8 Ao 23

AN 6: /NINTBITOLAVBABNATIUTIENTAUAT

YNAUATUNNTIENITAUA

ilovih LOT1 Beuesuda Then Filter vilfeananun wazly Filter finodud LOT 1den
anzdes Blank tilaidonduglutisnandaly e daefuil 11-20 91ty dentaananly
et Billing Date Tidandusiuit 1-20 lilddonanzaaeiudl 11-20 wesan Tuisns
¥ide 2 avdiulddlugrsanduiivienemsduiitusinaduiily Report Export Entry i
d1urutiosnin Report Sale wansin 9199zLAnMAN1TAIIUTEMDEN Invoice 1 wdlafle
dspenautaaidurus dsenaarlidseenlutianandnluandusn wu oen Invoice
Sufi 2 unseu uRdseandumTuil 19 uns1an WethuSinadusanseudis utuniutng
srezalunsdslurududvionn Feldnsetu nihauedessudeuduriniadaly
¥mutunewud 2 fs Suroud ¢ aunseitinsuiaieuiovhmutuneudildnaunaindiedy

v U ca Y A Y a wa Y a v . oL | a v a
bbe7d Naa‘Wﬁ‘ﬂlﬂ A8 Qﬂg‘umm%g 1 3']8ﬂ'ﬁﬁu¢l'ﬂ)u Invoice LaINu 1ﬂﬁﬂa@ﬂaUﬂqLLagﬁJﬂiU

A27



PIM 9™ National and 2" International Conference 2019
and 2" Smart Logistics Conference
5 July 2019

uFumveenaviila Feagdielianunsadudluvuiulusienis@ud (nvoice) laaznan

97U F9INNN 7

3 . wy
" ' g X ¢ " n /e avdeyaidmaal]
_— ' .
Subtotal 73.00 63,793.24 13,108.20 /r' clu ¥od Diffoan
Customer Material Numt 1 Billed Quanti - Net value Net price ~ DIFF v “"‘:\;0-"' ~ | EXPORT ENTI ~ - ‘l o
===1x —— N5 5
EB3IB 123456 AD 8 6,991.04 873, %r l.-\TJ?ﬂI 5110/ABCDETHDOY  A001 D123456789 WmW1=318n1IN A
2348 4 S At y - s5e7: A ww ¥ E
EBIB 123456 AD 4 349552 E.JaEI IAT.EU|N| 0110ABCDETHDDY  ADD1D1Z3456789 @aan l']i]']ﬂ‘lla 4 Mo
EB3B 123436 AD 5 4,360.40 873, 55: : AT201901-011WABCDETHDOT  ADD1D123456739 -
.
B0t 12 D p PP g | Lrzoossrissecoemon sororzens Remark 1391519013
1 ¥
EBIB 123456 AD 2 174776 e73ssl | AT/201901-0110/ABCDE/THDIO | AOD1 DA23456789 - 3y =y gy =
Lo audniililagnaaly
EB3IB 123456 AD 7 6,117.16 BTG%I ﬂ‘IATJZBIQG|-ﬂ||ﬂ‘AMDE}TH-D-ﬂ‘ A001D123456789 w
. 2
EBIB 123436 AD E) 78842 &3 as: n:,ﬂ.-zmm O11WABCDETHIDNT  ADD1D123456789 yualusanani
EBE 173436 AD 2 174776 &7 sa: ol 47720190101 10/ABCDETHIONT | A0010123486788
]
EB3B 123456 AD 10 873880 srassl Ol AT/201901-011/ABCDETHDDT | AQD1D123456789
]
EBIB 123436 AD 5 4,369.40 grass| O AT/201901-011VABCDE/THDOT A0 D123456789
EBIB 123436 AD 6 524328 87388 O AT/201901-011VABCDETHDO1  AOD1D123456789
1
EBIB 123436 AD 7 6,117.16 B:333| D::\T.'?U!‘N1 O1MVABCDETHDDT  ADD1D123466T89
s aseea [ sl el b dameonmcoomon uovasiens
4 & an o 5 1Y yg 1 El
swmstiniaen L Tagmasnlude 4 Tildav o wie
L) Ed = 3
. PR S . E
Remark 1hsemsdudtignealuvualugaanativas
= o oy 2 . .
Famdudnia 2 Report i lugaama LOT1

ldl aa U I a ¥ U a ¥ .
AIWN T 'Jﬁﬂ"li"\]UﬁﬂU“lJu%‘mﬂ’]“U’]@@ﬂﬂ‘UsL‘Uﬁ'WEJﬂ’]ﬁﬁ‘LW’ﬂ (Invoice)

VLGUANAUATUNNTIENTAUA

ievih LOT1 Seudesuda 1hen Filter fivinl3oanianun uagly Filter finadu LOT tden
|an1z784 Blank iitoidendugdluraaiandaly Ao ¥asfuil 11-20 9ntu idontasianlu
aedud Billing Date Tdandausiud 1-20 luil¥idonamzdreiuit 11-20 wesan ludsmns
¥de 2 asdiuldinlutisantuiiviesensauiitusunadudily Report Export Entry §
§1u7utiosndin Report Sale wansin 9199z AnmgA1sAIIUTEMNDEN Invoice 1 wdlafle
dioenautisaislurus Fse1aaylvdsesnlutianandaluanniusn wu oen Invoice
Sufi 2 unsau wrdseendudIudl 19 unsiau desthuSunadudunuSoudioutuniy
Faszziatlumsdsluaus Selinseiy wilnaudesudeuduriniadaly
Vmuduneuit 2 89 Suneuil 4 aunsersuaiouiovhautuneuiildna e

v U caAM Y A Y a wa o a v . oL | a v a
we waansle Ae JUHURwIEsI1 s1en1sdumlu Invoice 1wl ludseendumuazsly
yudumeeniavile dasdigliausadugluruiulusienisdu (nvoice) oy
PITGE

MnNsuansransfnuludiy iWunsnaidunsukagnszuUNsTUReNa15NN1aTN

719 2 wun Tuidaenuninisuinnszuiunsiuntalugnesseziianussunn 3 shau wuln @1u150%7e

Isggriianlunsdudienansanas uazthglvminanuaunsaseuiwazianuarainlunisiadeya

ialdlunisiaunnnau annwuildninanulunsufianuludut 3 2 au aedilueuienie

anunsaldnidnauiies 1 au la wisgrslsinuluamAdeaduiidsliannsassyiairenisieui

A28



PIM 9™ National and 2" International Conference 2019
and 2" Smart Logistics Conference
5 July 2019

anad w3aUszdvsnavesnsinuiiiuduse uldedsinau iesnlunmsfnulupsslysusznu

o w v

WnBnslunsdnnistivssuugudeyailuddguaswazdedndnvesseziianildlunisfinm

d3UNan1339

s v o £

n1sfnwiasaliiTngUszasAaiiiedningruteyadmiunisdvgluvuduiviseniulusans

q

$18N158UM (Invoice) Fannusendiliirenaassdduuiinlunisinisdugluvudumaiesniuly

i

a . ] 1 1 1 < LYY M v (% a a
398M158UA (Invoice) AuUszauanudnsunnou wiogalsiniu Tudagdudiilatinnsinusedns
AMmiAndurasaniissuugiuteyanladnauelusuideiduduaviudunisadfualiiinis
dunmwalninaufiujofaulunszuiunisaenanisauazanuazanusinsilunisinunuinly
dll ¥ 1% a d‘dé’ ! v dQ‘ 4%’ d! Y (% a v a
Wesiulanaluluniananavusazaininvslinandwulusuian Jaaenndesivauiduvetafian
b= Q{ = d‘ a a a o a 1 aq k4
[N (2557) Anwiseanisussulssdnsnimeesssuunmsaniunisinuisaaninsuuuliienans
WeUszliukagnuwmsn lidymeanuaitiveinissudadoya seninegusenaunisuaznsy
Aan1nsiusyuulsionans nladnsihssuulmdnanldluniswenlesdeyaseninagusenaunisuay
nsuAannsusiluszezusnanaliaiuanuianelasegldusnisviians wiaanisalitluswanag

Y @ 1Y o 14 | a [ a a o =
anunsalddusuimislunisudluanuantlunssuiunisyiianuls wudeiiunsalusem ey
woun Fuiln duilise Jadud (Uszindlne) 910 nszurunsihauiuensssiienududeou vhlinns
Fugluruduavesniulusignisdumi(invoice) 1inAua191 uazedaziinderanaindule 39

o =& & ad o Avey oy v v & v v Y o =~
upkIamil@aduisnsvhigdnilaaegiudeyailowiu wagmeanuinmtmanalulag
Tutagduinagarnnsaduwianufniluimuidesenlaludnszaunily tieUsednsninuay

UszansnasuazaiglunissnwanslunisvesiivensmunuignivazlasuaudeUyaiviengiuie

AnRNIsuUTZNA

[y

US™m 1lsoudy waue Fuiin duilise dadud (Uszwalne) 3799

LANE1591489

nswasswns. glauushnisersendeinsieniswaatusiueueud. leeulat]. Whiddan -
http://www.rd.go.th (Fuiidudosa 29 fiunew 2562).

nsuEsINNS. M1FaALT. [paulay]. 1iddlden -
download.rd.go.th/fileadmin/download/insight_pasi/Art_book N1 Real.pdf (Fuiiéu
Toya 29 1A 2562).

NIUANTNS. AnSUszlevinimseInsduysaenans. leeulatl. wWdaldan :

http://www.customs.go.th (fuﬁﬁw’ﬁaga 29 funAu 2562)

A29



PIM 9™ National and 2" International Conference 2019
and 2" Smart Logistics Conference
5 July 2019

sumsngerieysen. uualiugsivenainnssuduaiue s U 2560-2562. [eoulat]. iinfdld
31N : https://www.krungsri.com/bank/getmedia/fblce3al-8cc2-44c0-abb9-
55b7b697444/10 Auto_Parts 180713 TH_EX.aspx (Tuiidudeya 29 fiunes 2562).
Useuung D1usng. 2558, n1stdnisiiiontsuintuazasenn. nsduniuuudase uningde
EL R RIRL!
ArtfuY vianegai3es. 2555, MTaA NN (VAT). eaumsuiiRnuaniadnwuvinedoas .
oRnya 3V, 2557.msiussanEn v uUmsETUN SR SAAN N BTNy

o

[Slona73.NM3AUATILUUBATE. UM ING T EYTIN

A30



PIM 9™ National and 2" International Conference 2019
and 2" Smart Logistics Conference
5 July 2019

msmssianuidsasudtyvldguniuasdudtunviaum

nsalAne lasensdaiasuardniiuadiuuen

AN ANALYSIS AND SOLVING PROBLEMS OF SUPPLY CHAIN RISK MANAGEMENT
OF CLAY WHISTLE: CASE STUDY OF eBANNOK SHOP

A58 HNAA’, WaNT NoINAN>

Thitiwan Meekusol!, Pannakorn Tonglim?

Manuzladafnd uminedeysmn
L2Faculty of Logistics, Burapha University

*Corresponding Author, E-mail: pannakorn.to@go.buu.ac.th

uNAnge
aa o w v o v | a N Y oAy & oA
yailgnszani drlinnudmiadesney lanedadlaseinisdeasuondniuatiuueniuiie
| - b " - o q & 4 a | | 5 - Y
Hewioy It ULz oAty luiunlausou 919 8191 a1 uay nsunses MUseauiy
Jamanueinauilosainnisidsusdanedsauiiiadueg1esanidlulagiu aannisuszau
Tymvesguruluiuiisnand Fadunuvesnisdnadasinisiedtnuueniiu Wodrdudanumas
gurulagsounRImheneluiuieasesglaliguy WANNISANYITEUUNISUSMISINNG

2/ a v 1A 1% [ 1 1 =] a &
ﬂ"lEJI‘lJi']UE]U’]‘L!'UE]ﬂ‘W‘U'J']lI{jiyfl/i’]@WUﬂWiﬁ](ﬂﬂ?iI‘UQ‘UVl’]u@EJ’NiJ‘Ui%ﬁVIﬁﬂ’]W FI919 NANYLUUAIY

[
[

Hosarnuagsenvasindtuuenluswian feiu lumsfnunadiifsiesnisiesgiandes
uaztaueuuIaAlulssifuamdes Tnedudunisdnusemsifudeyasmenisdunvaidedn
wazmsdang auagulssifuanuideddiomn 28 Ussiu wisnnudedfidu 4 Jssian o A
L?iaﬂé’wuﬂaq‘wé’,mmL?iaqé’ﬁuﬂ']i@ﬁLﬁmm,mmL?imé’ﬂumsL’Euu,asmmﬁmﬁmmiﬂﬁﬁ@mmg
suifiou uagimsUssiliunasiausuumaudly nanmsdnwinudt Sudthuuenianudedludy
nsdansladafnduavigaunuluseiugeann mnldudaniunsaiegwiuviniieaiinaseninuet

soatazANUSIguTRInaNIsuauIAn e

AEIARY : NTATIBYIANEES, 19RUNTL, UNYIRAUW, STuBTUuLeN

A3l



PIM 9™ National and 2" International Conference 2019
and 2" Smart Logistics Conference
5 July 2019

ABSTRACT

The Mirror foundation Chiang Rai Office has established eBANNOK shop Project to help
the people who are living in the surrounding area such as Akha tribe, Lahu tribe and Karen
tribe. They are currently experiencing poverty due to rapid social change. From the problems
of communities in the area, therefore becoming the origin of the project to bring products
from the community into the shop for increasing the income of the community. However, the
study found that the store had problems in supply chain management effectively which may
become a risk to the survival of the future shop. Then in this study, we need to analyze the
risks and propose solutions to the risks.The starting point is to study by collecting data with
in-depth interviews and observations until summarizing all 28 risk issues and dividing risk into
4 categories such as strategic risk, operation risk, financial risk and compliance risk , after that
the researcher evaluated and proposed solutions. The results showed that the shop had a
high level of risk in logistics and supply chain management. If not correcting the situation

promptly, it may affect the survival and sustainability of the business in the future.
Keywords: Risk Analysis, Supply Chain, Clay Whistle, e Bannok shop

unin
luefnfusznoumsdlnglunmegsiaslianuddgdunisadmaiilsdundn uily
Hagiu Tusznounmsitlildlfanudifyfunisuarsnils udonisadreneldvindu gl
udfyfunisuidgmidianunasduinden a1unsaunsWauIe819838u (Sustainable
Development) fuundstiu dsusznauludenisiannfienuifioing 3 sgsiaetu e 1) Lasugha

a

(Economic) 2) Al (Social) uag 3) AwIndey (Environmental) falvilAnidugsfaguuuunied
3un11 g3faLiiedeau (Social Enterprise :SE) Tusn 3lun1suinisgsnavssnnil 3duazdoes
o a v Ao a & Y =
Aununelaleulenidifiuinnty (AuensTUN1TIANITANIEIYRY 4IMY., 2560)
yaildnszania) drtinanundessie nilsludusznounisgsnaiiedeny tndaiutsanmtymi
Yy add & v L w Yy 1 ] & = a N
vosauluvisanMduridiusumy dulaui 8191 a1y wagnseinies Fainainnisidsuuuases
deny iliauluguulddiniueindiuinuingeluduiiewnainmuenay 1n3aTiniedlnade
a & Y v v N 9w v o A o & D] = o
553u7A naneiludessudnwmseldussnunlamussn iivedsadedinlvieysen dn1senenluvineu
Tudlos Fuiliindlnanseaunsh neanizindeiinndung orewuiun1sAuyyd wazuInn1sa
Aon1aimusssy vanuaiineliingywsingg auandnuinuneg wu winuiaaueugy ldaagiile

Tupnuduyurivesmu Mmewnil neyaiiBnszanie Jlasisulasnisdauaiuendniuddiuuen

A32



PIM 9™ National and 2" International Conference 2019
and 2" Smart Logistics Conference
5 July 2019

e liuidusunlalddnenmvesnuesiinenanatnsugiulunisadeneld Terdn Svailviu
aseunss lideseneneenluaintiosdiu vldmnwiinenunagilaluanudususive s
lassnsdsasuendniusvuuen nthsumiegiyatisnszania duauiend Smiadesie

a

JAumnanratevds Tasuuaudu AUAUTELANIUET LAz UUUALLNT FIFUAIUEN A UNIARU

'
aa v (24

1w (Clay Whistle) Aiflvisuuvasosns uazuuunlie anvuzvesdumaiulugaziluunasinmieg
71 100 wia dnivdanie wu &1 85 Yamin 187 wasgudurineswinnieg iduldvsaviu
NSLAUUAZLANUIUIALAN

Jadu malassnmsduasuendnirudituuendinsieenisnazsuiulamasiaunsulig

[
=

Setu Tu 3 Fundng defu Suldun 1) n1sudn 2) NMsean war 3) N13UTEEEURUS(PR) F491n
nsAnwIszuUungluiu T,msmmLﬂumws'ammaﬁgqmﬂeziqﬂmu (Supply Chain) Awuan fdgmn
Aatudausgui (Up-Stream) nanwh (Middle-Stream) wazUanetin (Down-Stream) uanfusialy
magsfaidalieuauladunisdanisladafnduazviaalgauniu (Logistics and Supply Chain
Management) lasansdaiaiuendniudviuuen gsfatiedean Afinsudaunviafuiun tile

o 1

Inhglinundluiassinslseina Janunenavinisdanisladafnduasildguniudnundunuim
dfglumsiiuszansnmlunsuinisnu iwelvaunsaannunu wazainanuinelgealiny
Y vy = o |y ] = v & a4 oA Xy Y ¢ o

anAle luvasziiendu uwddmsusihnasdsglateadniasdume auingusvaiananvedasanis
wszlunisusmsesanslutagiu dmsdssaulaymiomwanils

viall Wehnsdnnstadainduayyiasldguniu (Logistics and Supply Chain Management)

6 1% 1 a IS ¥ a v Va o = o

wdszgndldlunisuntdgymaeglulasamisdaasueninsudviuuenlusuian 3383997013
a 3 = ! a o =1 o <
Iasgranudsdlgauniunaziavawumistunisuiledymilunuideaduil Ingazyinisiiy
wsudeyaanmsduns dunwel wazantuinluayeanduiin udnhunideseideya el
n31udannUdgsionavinTuluntsandunuluviiddauniunasinisunseusuilialusuanmin

LATURS I

NUNIITTUNTIUMAT ISR TR
1. UNIUITIUNTIH
1.1. ANANNEUDINITUSINIAUESS (Risk Management)
mNLABA (Risk) Ae TonafiaziAnmnuiianain mideme mslva mnugaivan wie
wnnsalinhifsUszasdnilionulivssauanudidanuingussasduazidmaneidivue vie

AMaLEeY fie A liwdusuiiintulazinadonisussaimanevseingUseawnaslaly anudes

[
=1

Targninmenansenunlasusaranuinazlureannnisal wie lemavsewnmsainlifiaseasn

A33



PIM 9™ National and 2" International Conference 2019
and 2" Smart Logistics Conference
5 July 2019

fagilAisliussainguszasd Tnsanudesiiinadensdns (Aaznssunsdnnisanudssves
#11%.,2560).
1.2. AUNUNBVBINITIANITHNLLIUNIY (Supply Chain Management)

WaalggUniu (Supply Chain) fip ANUAURUSTENINNITINMNULAZNITUINITAINTTUAN
fArdosiunsdnm nsuUssy wazfanssuladaindynianssy Jeezsrufanisuszaunudiy
(Coordination) uagn13Ufus/sauileriu (Collaboration) seninedmingingdu snans glviusnis
Yuas kargnAi (Council of Logistics Management: CLM) lagagUsenauliie 3 daulva laun
(510 Lashnd, 2550)

1. Upstream Supply Chain (valggunudiiinginan) Uszneusie nszuiumsiietu
mﬁwﬂ@aﬁ;}’ﬁaﬁamﬁﬂﬁa Supplier

2. Middle stream Supply Chain (M39lgguniunislunssuiunisnds) Usenauaiy

Y a

nszuuAsneatunsildeu Input Iidu Output Tnedidineadeanande anan (Manufacturer)

e

¥

W
Y
3. Downstream Supply Chain (vhslgguniuiidnganan) Useneumenssuiunisiieaiu
nsndedumlvineiloduslan
1.3, AanNIEvaIn1sian1sauidesluisldauniu (Supply Chain Risk Management:
SCRM)
(Y d‘ 1 1 < o [ (Y N (Y ] 1
ns3nn1sauidsdluinlgaunu lunsivannsdanmsanudesuwaznisdnni sy
gunuNIyTaN1sindu tnglundaglddiuuifn Enterprise Risk Management: ERM %38 N3
UIMsAUFannIeedng alglunisdanisanudesislgguniu Enterprise Risk Management:
ERM Ao nszuiun1sdeasiuiuilidainnalaoanenssunis §usms wazynainsnnaulueing
wulssendldlunisimuanagnsuasaniunuldmmaessing InenssuiunMsusmsaudsdlasy
° & 4 9w ¢l I web - ' <
nseRnLULkargNAMUAtuL el sassywansaimnadululasenaiinansenudesAns
o oA

wagausadansiuaudssiegluseduiiesinsseusula elnnudetiuegwaumnaunaly

mMsussaingUszasdniesdnsimualy (Yan Coelho Albertin, 2017)

A34



PIM 9™ National and 2" International Conference 2019
and 2" Smart Logistics Conference
5 July 2019

Risks

Management Management

AN 1: SCRM: Risks Management & Supply Chain Management
fiun: SUPPLY CHAIN RISK MANAGEMENT: Understanding and Facing the Main Risks on the
Chain, Yan Coelho Albertin, 2017
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